
Watchful.li reports \"Possible PHP injection\"
Posted by Ellsinore - 2016/07/13 17:37
_____________________________________

After *all* of my sites were hacked a few weeks ago, I started using Watchful.li to audit them.  When doing the site audits
it continues to label 

/modules/mod_arisexylightbox/includes/kernel/Flickr/class.Flickr.php

(and other Flickr php files) as "Possible PHP injection (redirect)"

I've looked at the code -- and compared the files on the production server with those in the original download, and it
doesn't appear they've been altered.  

I don't use the Flickr functionality, so is there a way I can just remove this aspect of the mod so I don't keep getting these
false warnings?  

Thanks!

============================================================================

Re:Watchful.li reports \"Possible PHP injection\"
Posted by admin - 2016/07/13 18:45
_____________________________________

Hello,

The extension doesn't contain any malware code, but you don't need integration with Flickr, class.Flickr.php file and
other related files can be deleted.

Regards,
ARI Soft

============================================================================

Re:Watchful.li reports \"Possible PHP injection\"
Posted by Ellsinore - 2016/07/13 18:55
_____________________________________

Can I just delete the entire Flickr directory without creating issues?  Thanks!

============================================================================

Re:Watchful.li reports \"Possible PHP injection\"
Posted by admin - 2016/07/13 19:07
_____________________________________

Yes, you can.

Regards,
ARI Soft

============================================================================

Re:Watchful.li reports \"Possible PHP injection\"
Posted by Ellsinore - 2016/07/13 21:56
_____________________________________

Awesome!  It will be great to get these false warnings out of the way.  -)  Thanks!

============================================================================
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